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[bookmark: _Toc138291077][bookmark: _Toc137821603][bookmark: _Toc131200937]9.2	Registration
For registration of the VAL server to be a recognized user of the CAPIF, the VAL server triggers the CAPIF Onboarding the API invoker procedure defined in 3GPP TS 23.222[3] clause 8.1. The NSCE server could be deployed with CAPIF core function.
Editor's note:	What additional information is needed (e.g. the mapping of slice ids to a VAL service) in onboarding request, and if needed, whether it is specific for NSCE service or generally applicable for CAPIF are FFS
For de-registration of the VAL server, the VAL server triggers the CAPIF Offboarding the API invoker procedure defined in 3GPP TS 23.222[3] clause 8.2.
[bookmark: _Toc134011736][bookmark: _Toc138291083]	* * * Next Change * * * *	
9.3.2.1.2	Initial Configuration
Figure 9.3.2.1.2-1 illustrates the procedure of the initial slice API configuration.
Pre-conditions:
1.	The VAL server has registered to receive NSCE services. 


Figure 9.3.2.1.2-1: Initial Slice API configuration
1.	The VAL server sends a VAL application requirement request to the NSCE server. If CAPIF is used, the NSCE server acts as AEF, and the authorization is obtained from CCF.
NOTE:	The NSCE server provided service can serve any slice.
2.	The NSCE server maps the VAL application requirement to a slice API which includes a list of APIs which is needed to be consumed as part of this service capability exposure. 
The NSCE server may also store the mapping of the slice API to the service API list and per service API information (e.g. data encoding, transport technology, API protocol and versions)
3.	The NSCE server registers to consume the corresponding APIs from the 5GS (NEF and OAM) and SEAL service producers. The NSCE server registers to the following:
-	to consume NEF monitoring events as specified in 3GPP TS 29.522 clause 5 e.g.,  network monitoring, slice status, analytics exposure, etc 
-	to consume PM services and KPI monitoring from OAM 
-	to consume SEAL services based on 3GPP TS 23.434
If CAPIF is used, the subscription/registration requests are sent to the corresponding AEFs of the API provider's domain, and the authorization is obtained by CCF. The preferred network slice related identifier received in step 1 is used by the NSCE server in requesting CCF authorization to consume the service provided by 5GS/SEAL.
4.	The NSCE server sends a VAL application requirement response to notify on the result of the request and indicate whether the configuration of slice API is possible or not.
5.	The NSCE server sends the slice API information notification to the VAL server.
[bookmark: _Toc134011738][bookmark: _Toc138291085]	* * * Next Change * * * *	
9.3.2.2	Procedure on slice API translation
This procedure follows the 9.3.2.1 and aims to describe how the slice API invocation request is translated to service API invocations after the slice API configuration mapping. In this procedure, the NSCE server initially receives a slice API invocation request from the vertical application. Then, the NSCE server fetches the service APIs to be invoked based on the slice API configuration and performs invocation requests to the corresponding service API providers. 
Figure 9.3.2.2-1 illustrates the procedure of the slice API translation based on the initial configuration.
Pre-conditions:
1.	The VAL server has registered to receive NSCE services.
[bookmark: _1695022591]2.	The slice API mapping to the VAL server has been performed based on 9.3.2.1.2 step 2 and the slice API information is provided to the VAL server based on 9.3.2.1.2 step 5.


Figure 9.3.2.2-1: Slice API translation
1.	The VAL server sends a slice API invocation request to the NSCE server
2.	The NSCE server checks that the user is authenticated and authorized to perform the slice API invocation and maps the requested slice API to a service APIs. If CAPIF is used, the NSCE server acts as AEF, and the authorization is obtained fromby CCF. 
NOTE:	The NSCE server provided service can serve any slice.
3.	The NSCE server generates a trigger for service API invocation requests to all the service APIs within the slice API. 
4.	The NSCE server performs the corresponding service API invocation procedures based on CAPIF or via performing requests to the corresponding service API providers, which are mapped to the slice API.
	If CAPIF is used, the requests are sent to the corresponding AEFs of the API provider's domain, and the authorization is obtained by CCF. The requested network slice related identifier received in step 1 is used by the NSCE server in requesting CCF authorization to consume the service provided by 5GS/SEAL.
5.	The NSCE server sends a slice API invocation response to the VAL server, based on the result of the service API invocation response(s) of step 4. 
	* * * END of Change * * * *	
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